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manual or the software described herein, in whole or
in part, may not be reproduced, translated or reduced
to any machine readable form without prior written
approval from Sony Corporation.

SONY CORPORATION PROVIDES NO
WARRANTY WITH REGARD TO THIS
MANUAL, THE SOFTWARE OR OTHER
INFORMATION CONTAINED HEREIN AND
HEREBY EXPRESSLY DISCLAIMS ANY
IMPLIED WARRANTIES OF
MERCHANTABILITY OR FITNESS FOR ANY
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¢ Intel and Core are registered trademarks of Intel
Corporation or its subsidiaries in the United States
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Introduction

This document describes how to use the RM-IP Setup
Tool setup software for configuring Sony remote
controllers and cameras that support the VISCA over IP
protocol connected by LAN connection.

Before use, connect the remote controllers, cameras, and
the PC on which this software is installed. Turn on each
device in turn when performing the configuration.

For details about connecting devices, refer to the
operating instructions of each device.

Using This Manual

The Operating Instructions is designed to be read on a
computer display.

The content you need to know in order to use the unit is
described here.

Read it before you operate the unit.

Jumping to a related page

When you read the instructions on a computer display
and click on the related part of the relevant page that is
being displayed, you jump to the related page. Relevant
pages can be searched easily.

Display examples
The displays described in this manual are explanatory

examples. Note that some displays may be different
from the ones that actually appear.

Printing the Operating Instructions

Depending on your system, certain displays or
illustrations in the Operating Instructions, when printed
out, may differ from those that appear on your screen.

Terminology in this document

In this document, a remote controller that supports
VISCA over IP is referred to as a “remote controller,”
and an IP camera that can be configured using this
software is referred to as a “camera.”

Downloading and
Starting the Software

Preparing a PC

Prepare a PC on which to install the software.

The required system configuration is given below (as of

December, 2017).

* CPU: Intel Core 2 Duo 2.4 GHz or higher
(recommended)

* Memory: 1 GB or more (recommended)

» Hard disk: More than 50 MB free space

¢ OS: Microsoft Windows 7, Windows 8.1 Pro,
Windows 10 Pro 32-bit or 64-bit version

* RM-IP Setup Tool may not operate correctly if you
use a personal firewall or antivirus software on your
computer. In this case, disable the software.

* If you are using Windows 7, Windows 8.1, or

Windows 10, disable the Windows Firewall function.
Otherwise, the RM-IP Setup Tool will not operate
correctly.
For details about configuration, see “When using
Windows 7” (page 11) or “When using Windows 8.1
or Windows 10” (page 12).

* If using Windows 10, turn tablet mode off.

Downloading the Software

1 Download “RM-IP Setup Tool” from the download
site.

2 Uncompress the zip file, and copy
“RM-IPSetupTool.exe” to any location on the PC.

3 Double-click “RM-IPSetupTool.exe.”

4 Connect the PC on which the software is installed
to the network of the same segment as the remote
controllers and cameras.

For details about PC connection, refer to the
Operating Instructions of the remote controller.

5 Configure the network settings on the PC.
Set the IP address and subnet mask of the PC to the
same network segment as the target remote
controllers and cameras to be configured.

Remote controllers and cameras that are connected
to a different segment than the PC cannot be
configured.



Starting the Software

Double-click the RM-IP Setup Tool icon to start the
RM-IP Setup Tool. The following screen appears.

The name and function of the parts of the setup screen is
described below.

®

Gamerait Conrollert

No. Name Function

@ Menu bar Click a menu and select a sub-
menu item to execute the

corresponding menu function.

(®  Setup screen tabs Click to display the

corresponding setup screen tab.

Camera tab: Displays the
camera setup screen (page 4).

Controller tab: Displays the
remote controller setup screen
(page 6).

Camera Table tab: Displays the
camera table setup screen

(page 7).

The buttons at the bottom of the screen vary depending
on the selected tab.

Changing the Display Language

You can set the display language of the screen to English

or Chinese as required. The default language is English.

1 cilick Language on the menu bar, and select the
desired language.
When switching the display language, a message is
displayed stating that the unit must be restarted.

2 Click OK.
3 Restart the RM-IP Setup Tool.

After rebooting, the screen switches to the selected
language.

Configuring Cameras
and Remote Controllers

To control cameras from a remote controller, the IP
address of the cameras and remote controller must be
assigned.

Perform this configuration when the cameras and
remote controllers are first connected, and when adding
a camera or remote controller.

Configuring the Cameras

1 Turn on the remote controllers, cameras, and other
devices that are connected to the network.

2  Start RM-IP Setup Tool and click the Camera tab.
The Camera List screen appears.
Cameras connected to the same segment are
displayed in the list.

Camera IP address Gateway address

Subnet mask

o

Refresh Apply

Cameratt Controler:1

IP assign

MAC address is a unique address and cannot be
changed.

e If the number of cameras listed on the screen
differs from the actual number of cameras on the
network, click Refresh to update the screen. If
the numbers are still different, check the
connections by referring to the Operating
Instructions of the remote controller and camera.

* The message “User Account Control - An
unidentified program wants access to your
computer” may appear. In this case, click Allow.

» Cameras that are connected to a different segment
than the PC on which RM-IP Setup Tool is



installed cannot be detected. To set a camera that
is connected to a different segment, see “To

control a camera in a different segment” (page 9).

Tip
For details about checking the MAC address, refer
to the operating instructions of each device.

Set the camera name.

Enter the camera name in the Name column.

The camera name is used when creating the camera
table. Setting a name that is easy to identify is
convenient when changing settings.

Tip

You can use any of the following characters (up to
8 characters) in the camera name.

Space, !#$ &' ()*+-./0123456789;<=
>7@ ABCDEFGHIJKLMNOPQRST
UVWXYZ[\]"_"abcdefghijklmno
pqrstuvwxyz{l}

Set the IP address.

* Enter the IP address in the IP address column.

¢ Enter the subnet mask in the Subnet mask
column.

* Enter the default gateway address in the Gateway
address column.

When you enter or change a name or IP address,
etc., the checkbox for that camera will be marked.

Subnet mask and Gateway address entry is
supported only for BRBK-IP10/IP7Z firmware
version 2.1 or higher.

Click Apply.
The setting of each camera with its checkbox
marked is applied to that camera.

* If IP addresses are assigned automatically by
clicking IP assign before clicking Apply, any
settings you have entered will be replaced.

* After settings are applied, the corresponding
cameras may reboot, depending on the camera. In
this case, do not click Refresh until all the
cameras have finished rebooting and images are
output normally. If the IP address or other setting
is changed while rebooting, the setting will not be
applied correctly even if Apply is clicked. Check
that all have finished rebooting, and then click

Apply.

6 Click Refresh.
An updated list of the applied settings is displayed.

Tip
If multiple cameras are connected, it is possible to
individually identify cameras by their MAC address
displayed in the camera list. We recommend that you
make a note of the MAC address of each device
beforehand. If you do not know the MAC address of a
camera, try connecting and configuring each camera one
at a time using the following procedure.

1. Turn on the camera to configure only.
2. Click Refresh on the Camera List screen.
Only cameras that are turned on appear in the list.
3. Configure the camera settings.
4. Repeat steps 1 to 3 to configure other cameras.

To assign IP addresses automatically to
multiple cameras

You can assign IP addresses to multiple cameras
automatically.

1 Mark the checkbox of the cameras to which you
want to assign an IP address.

2 Click IP assign on the Camera List screen.
The Auto IP assign screen appears.

3 Enter the IP address range in IP address range.
Enter the first IP address in From, and the last IP
address in To.

4 Click OK.
Auto IP assign
IP address range
From 192 168 0 101
To 192 168 . 0 . 228

IP addresses in the specified range are assigned to
the cameras automatically.

5 click Apply on the Camera List screen to apply
the settings.
To cancel the setting, click Cancel.

If the number of cameras on the network exceeds the
number of IP addresses in the specified range, some
cameras will not be assigned an IP address. In this case,
after Apply is clicked, mark the checkbox for each



camera that has no IP address assigned, and perform IP
address auto assignment again.

Configuring the Remote
Controllers

1

Turn on the remote controllers, cameras, and other
devices that are connected to the network.

Enable access to the remote controllers from an
external device in order to update settings.

For details, refer to the Operating Instructions of
each remote controller.

Start RM-IP Setup Tool, and click the Controller
tab.

The detected remote controllers are displayed on
the Controller List screen.

IP address

Controller

Gateway address

Subnet mask

| | g

nnnnnnnnnn

Refresh Apply

IP assign

MAC address is a unique address and cannot be
changed.

* If the number of remote controllers listed on the
screen differs from the actual number of remote
controllers on the network, click Refresh to
update the screen. If the numbers are still
different, check the connections by referring to
the Operating Instructions of the remote
controller.

* The message “User Account Control - An
unidentified program wants access to your
computer” may appear. In this case, click Allow.

» Remote controllers that are connected to a
different segment cannot be detected.

Tip
For details about checking the MAC address, refer
to the operating instructions of each device.

Enter the remote controller name in the Name
column.

The remote controller name is used when creating
the camera table. Setting a name that is easy to
identify is convenient when changing settings.

Tip

You can use any of the following characters (up to
8 characters) in the remote controller name.

Space, !#$ &' ()*+-./0123456789;<=
>?@ ABCDEFGHIJKLMNOPQRST
UVWXYZ [\]~_"abcdefghijklmno
pqrstuvwxyz{l}

Set the IP address.

¢ Enter the IP address in the IP address column.

¢ Enter the subnet mask in the Subnet mask
column.

* Enter the default gateway address in the Gateway
address column.

When you enter or change a name or IP address,
etc., the checkbox for that remote controller will be
marked.

Click Apply.

The setting of each remote controller with its
checkbox marked is applied to that remote
controller.

 If IP addresses are assigned automatically by
clicking IP assign before clicking Apply, any
settings you have entered will be replaced.

* After settings are applied, the corresponding
remote controllers may reboot, depending on the
remote controller. In this case, do not click
Refresh until all the remote controllers have
finished rebooting. If the IP address or other
setting is changed while rebooting, the setting
will not be applied correctly even if Apply is
clicked. Check that all have finished rebooting,
and then click Apply.

Click Refresh.
An updated list of the applied settings is displayed.



To assign IP addresses automatically to
multiple remote controllers

You can assign IP addresses to multiple remote
controllers at the same time automatically.

1 Mark the checkbox of the remote controllers to
which you want to assign an IP address.

2 Click IP assign on the Controller List screen.
The Auto IP assign screen appears.

3 Enter the IP address range in IP address range.
Enter the first IP address in From, and the last IP
address in To.

4 click OK.
Auto IP assign
IP address range
From 192 . 168 . 0 . 101
To 192 . 168 o 228

IP addresses in the specified range are assigned to
the remote controllers automatically.

5 click Apply on the Controller List screen to apply
the settings.
To cancel the setting, click Cancel.

If the number of remote controllers on the network
exceeds the number of IP addresses in the specified
range, some remote controllers will not be assigned an
IP address. In this case, after Apply is clicked, mark the
checkbox for each remote controller that has no IP
address assigned, and perform IP address auto
assignment again.

Creating a Camera Table

To control a camera from a remote controller, camera
numbers must be assigned to the cameras on the
network. The list of cameras with an assigned camera
number is called a “camera table.”

A camera table is created for each remote controller.

The number of groups will vary depending on the
remote controller model. For details, refer to the
operating instructions of each device.

1 Turn on the remote controllers, cameras, and other
devices that are connected to the network.

Enable access to the remote controllers from an
external device in order to update settings.

For details, refer to the Operating Instructions of
each remote controller.

2 Start RM-IP Setup Tool, and click the Camera
Table tab.
The Camera Table screen appears.

Controller

Camera Table

=l
[ e
Camera group Refresh Copy Apply
and camera
number Auto assign  Clear

3 Select the remote controller for which you want to

create a camera table from the Controller pull-
down menu.

¢ A remote controller that is connected to a
different segment cannot be selected.

e If the name of the remote controller is not
displayed correctly in the pull-down menu
display, click the Controller tab to update the
Controller List screen.



Click the camera name cell in the Camera Name
column for the camera group and camera number
you want to assign.

The camera names specified in “Configuring the
Cameras” (page 4) are displayed in the pull-down
menu.

Select the camera that you want to assign from the
pull-down menu.

Camera name

[ | Group - No | Camera Hame |
[Z—|Groupt CAMDU

[I] Groupi-2
M1 Group1-3

Group number Camera number

When you set a camera group or camera number,
the checkbox for the changed camera will be
marked.

Repeat steps 4 to 5 to assign all cameras.
Click Apply.

* If camera groups and camera numbers are
assigned automatically by clicking Auto assign
before clicking Apply, any settings you have
entered will be replaced.

* If the name of the camera is not displayed
correctly, click the Camera tab to update the
Camera List screen.

» After settings are applied, the corresponding
remote controllers may reboot, depending on the
remote controller. In this case, do not click
Refresh until all the remote controllers have
finished rebooting. If the IP address or other
setting is changed while rebooting, the setting
will not be applied correctly even if Apply is
clicked. Check that all have finished rebooting,
and then click Apply.

Click Refresh.

An updated list of the current settings is displayed.

If more than one remote controller is connected, all
the camera table information may be displayed
blank after you switch the remote controller on the
Camera Table screen and click Refresh. If this
occurs, click Refresh again.

To list only specified cameras for camera
selection

When using multiple cameras, you can list specified
cameras only to select them more easily.

Configure settings in Filter on the Camera Table
screen.

Unused IP address

Fiter | |

@ Unused)(—C Name P address.

68 . 0 101 -

B ic
Nar|ne (‘g

* When Name is selected, only camera names that
include the characters you enter will be listed.

* When IP address is selected, only cameras that are
within the specified range of the IP addresses (® to
) will be listed.

* All the cameras will be listed when Unused is marked.

To assign camera groups and camera
numbers to cameras automatically

1 Click Auto assign on the Camera Table screen.
The Auto camera assign screen appears.

2 Do one of the following.

* To assign a camera group and camera number to
all cameras specified on the Camera List screen,
select Camera Name order.

* To assign a camera group and camera number to
cameras within a specified IP address range,
select IP address range and specify an IP
address range.

3 Click OK.
Camera groups and camera numbers are
automatically assigned to the cameras.

Auto camera assign

& [Eamers fiams order

" IF address range

4 Cclick Apply.
To cancel the setting, click Cancel.



To copy the camera table from another
remote controller
You can copy an existing camera table, or part of an

existing camera table, from another remote controller on
the same network.

1 Select the destination remote controller, and mark
the checkbox of the camera groups and camera
numbers you want the copy to overwrite.

To copy and overwrite the whole camera table,
mark all checkboxes.

2 Click Copy.
The Table information copy screen appears.

3 Select the copy source remote controller from the
pull-down menu.

4 Click OK.

Copy source remote controller

Table information copy

(-]

[\ CTLOO1 (182.168.0.10) ]-\

Copy destination remote controller
(selected remote controller)

The camera table is copied to the destination remote
controller.

5 Click Apply to apply the settings.
To cancel the setting, click Cancel.

The camera table of a remote controller that is connected
to a different segment cannot be copied. See the Export
and Import function in “Saving Settings” (page 10).

To clear the camera group and camera
number

Mark the checkbox of the camera group and camera
number that you want to delete, then click Clear.

To control a camera in a different
segment

This software can only detect remote controllers and
cameras in the same segment on a LAN network. Use

the following procedure to control a camera installed on
the network of a different segment.

1 Temporarily connect the PC on which the software
is installed and a remote controller to the same
network as a camera in a different segment.

2 Add a camera to control to the camera table.

3 Reconnect the PC and remote controller to the
network of the segment for actual use.

4 Change the remote controller network setting to
point to the destination network segment.

5 Add other cameras in the same segment to the
camera table of the remote controller, as required.

Cameras in a different segment are displayed in yellow
in the camera table. Do not delete them.



Precautions when copying a camera
table between RM-IP500 and RM-IP10

The RM-IP500 supports ten groups, while the RM-IP10
supports 16 groups. Each group consists of ten cameras
on the RM-IP500, and seven on the RM-IP10.
Accordingly, some of the camera groups and camera
numbers are not copied, as shown in the following table,
when copying a camera table between RM-1P500 and
RM-IP10.

When copying from RM-IP500 to RM-IP10

RM-IP500 RM-IP10

ID Group-No ID Group-No

ID1 Groupl-1 ID1 Group1-1

ID7 Groupl-7 ID7 Groupl-7

ID8 Group1-8 Cannot be copied

ID9 Groupl-9 Cannot be copied

ID10 Groupl1-10 Cannot be copied

ID11 Group2-1 ID8 Group2-1

ID96 Group10-6 ID69 Groupl10-6

D97 Group10-7 ID70 Group10-7

ID98 Group10-8 Cannot be copied

ID99 Group10-9 Cannot be copied

ID100 Group10-10 Cannot be copied

ID101 Not applicable Not Not applicable
applicable

ID112 Not applicable Not Not applicable
applicable

When copying from RM-IP10 to RM-IP500

RM-IP10 RM-IP500

ID Group-No ID Group-No
ID1 Groupl-1 ID1 Group1-1
ID7 Groupl-7 ID7 Groupl-7
ID8 Group2-1 ID11 Group2-1
ID69 Group10-6 D96 Group10-6
ID70 Group10-7 ID97 Group10-7
ID71 Groupl1-1 Cannot be copied
ID112 Group16-7 Cannot be copied

10

Other Operations

Saving Settings

You can save specified camera, remote controller, and
camera table settings to separate CSV files.

1 Display the screen with the settings you want to

save.

 To save camera settings, display the Camera List
screen.

* To save remote controller settings, display the
Controller List screen.

 To save camera table settings, display the
Camera Table screen.

2 Select Export from the File menu on the menu bar.

3 Click Save to select the save destination.

Importing a Saved Camera Table

You can import a saved camera table into a remote
controller.

1 Select Import from the File menu on the menu bar.
The file selection dialog appears.

2  Select the file to import.

3 Mark the checkbox on the Camera Table screen of
the import destination remote controller.

4  Cilick Apply.

You cannot import Camera List and Controller List
settings.

Exiting the Software

Select Exit from the File menu on the menu bar to exit
RM-IP Setup Tool and close the window.

Deleting the Software

Delete “RM-IPSetupTool.exe” from the folder where it
was saved.



Configuring Windows
Firewall

RM-IP Setup Tool may not operate correctly (no
cameras are shown in the list even if they are connected
and configured correctly), depending on the
configuration of Windows Firewall. In this case, check
the Windows Firewall settings.

When using Windows 7
To turn Windows Firewall off

1 Select Control Panel from the Start menu of
Windows, and select System and Security.

2 Click Windows Firewall.

3 Select Turn Windows Firewall on or off.

Lﬂ%]

)
Control Panel Home. T ; ®
Help protect your computer with Windows Firewall

@uv‘ﬁ » Control Panel » All Control Panelltems » Windows Firewall v |43 |[ 520

Allow a program or feature

Windows Firewall can help prevent hackers or malicious software from gaining access to your computer
through Windows Firewall

through the Intemet or 2 network.
% Change notification settings

¥ Tum Windows Firewall on or
off

B Restore defaults

How does a firewall help protect my computer?

What are network locations?

B @ Home or work (private) networks Connected @

. & Public networks

Networks in public places such as airports or coffee shops

% Advanced settings

Not Connected (&
Troubleshoot my network

Windows Firewall state: On

Incoming connections: Block all connections to programs that are not on

the st of allowed programs
Active public networks None

Notification state: Notify me when Windows Firewall blocks 2 new
program

Action Center

Network and Sharing Center

11

4 Select Turn off Windows Firewall.

@Q-\ﬂ« Windows Firwall » Custorize Settings

-‘.,H

Customize settings for each type of network
You can modify the firewall settings for each type of netwark location that you use.
What are network locations
Home or work (private) network location settings
@ Tum on Windows Firewall

Block all incoming connect including thos

in the list of allowed programs
Notify m:

ewall block
2 @ Tum off Windows Firewall (not recommended)
Public network location settings
& © Tum on Windows Firewall
Block all incoming connections, including th
Notify me when

he list of allowed programs

s Firewall blocks a n gram

B © Tum off Windous Firewall (not recommended)

To turn Windows Firewall on

1 Select Control Panel from the Start menu of
Windows, and select System and Security.

2 Click Windows Firewall.

3 Select Allow a program or feature through

Windows Firewall.

Lﬂ%]

@uv‘ﬁ » Control Panel » All Control Panelltems » Windows Firewall v |43 |[ 520

Control Panel H o "

iaiaiahati Help protect your computer with Windows Firewall
Allow a program o feature
through Windows Firewall

through the Intemet or 2 network.

% Change nofification seffings How doks o fireil elp protect my compates?

¥ Tum Windows Firewall on or What are network locations?
off
B @ Home or work (private) networks

. & Public networks

Networks in public places such as airports or coffee shops

B Restore defaults
% Advanced settings

Troubleshoot my network

Windows Firewall state: On

Incoming connections:

Active public networks None

Notification state:
program

Action Center

Network and Sharing Center

Windows Firewall can help prevent hackers or malicious software from gaining access to your computer

Connected (v

Not Connected (&

Block all connections to programs that are not on
the st of allowed programs

Notify me when Windows Firewall blocks a new

2
[




4  Ssclect Allow another program....

[ 43 |[ Search Contral Porel 2]

@"O.\ﬂ <« Windows Firewall » Allowed Programs

Allow programs to communicate through Windows Firewall
To add, change, or remove allowed programs and ports, click Change settings, ‘

What are the risks of allowing a program to communicate?

Allowed programs and features:

Name Home/Work (Private)  Public *
[BranchCache - Content Retrieval (Uses HTTP)
[OIBranchCache - Hosted Cache Client (Uses HTTPS)
[IBranchCache - Hosted Cache Server (Uses HTTPS)
[BranchCache - Peer Discovery (Uses WSD)

[ Connectto  Network Projector

[ Core Networking

[ Distributed Transaction Coordinator

O Exerb

[IFile and Printer Sharing

[ File Transfer Program

CIFTP Server

O HomeGroup

oooooooooooon

Ki

ooooooooooon

Details.. | | Remove

B

T

5 Addthe program.
Click Browse... specify the path of RM-IP Setup
Tool, then click Add.

S s I

Select the program you want to add, or dick Browse to find one that is not
listed, and then dick CK,

r
Add a Program

Programs:

[ Acreate o systempeparse |
ﬁlntemet Explarer
EIP Setup Program
] windows DVD Maker
=gWindows Fax and Scan
| | € \indows Media Center
| X windows Remote Assistance
|| <EXPS Viewer

- = =

Path: C-:.‘\mndows\system_’rz'u“écaisc. exe

What are the nsks of unblodang a program?

You can choose which network location types to add this program to,

Network location types... | [ add || cancel ”J

When using Windows 8.1 or
Windows 10

To turn Windows Firewall off
1 Press and hold the Windows key and press the X
key on the keyboard, then select Control Panel and

System and Security.

2 Click Windows Firewall.

3 Select Turn Windows Firewall on or off.
[¢ — vmowFew - clEN

®© ~ 1 @ » Control Panel » All Control Panel ltems » Windows Firewall v & Search Control Panel »

CortalPansl HoME Help protect your PC with Windows Firewall

Windows Firewall can help
Intemet or a network.

to your PC through the
Allow an app or feature
through Windows Firewall

) Change notification settings l @ erivate networks Not connected (¥)

8 Turn Windows Firewall on or =
ot B @ Guestor pubiic networks Connected ®

) Restore defaults

letworks in public places such as airports o coffee shops
A Networks in public pl has ai ffee sh
% Advanced settings

Troubleshoot my network Windows Firewall state: On

Incoming connections: Block all connections to 2pps that are not on the list

of allowed apps
Active public networks: P Network
Notification state: Notify me when Windows Firewall blocks a new app

Seealso
Action Center.
Network and Sharing Center

4  Sclect Turn off Windows Firewall.

®© ~ 1t @ « AllControl Panel tems » Windows Firewall » Customize Settings v ¢ | Search Control Panel »

Customize settings for each type of network
Vou can modify the firewall settings for each type of network that you use.
Private network settings
O TumonWindows Frewsil
Block all incon

ane:

s, including those in the list of allowed apps

W Notify me when Wind

Firewall blocks & new app
@ Tum off Windows Firewal (not recommended)
Public network settings
@ O TumonWindows Frevall
n

Block allincarm the lst of allowed apps

3 ® Tum off Windows Firewal (not recommended)

oK Cancel |

To turn Windows Firewall on

1 Press and hold the Windows key and press the X
key on the keyboard, then select Control Panel and
System and Security.

2 Click Windows Firewall.

3 Select Allowan app or feature through Windows

.
Firewall.
®© ~ 1 @ » ControlPanel » All Control Panel items » Windows Firewall v & Search Control Panel ry

CortalPansl HoME Help protect your PC with Windows Firewall

Windows Firewall can help
Intemet or a network.

toyour PC through the
Allow an app or feature
through Windows Firewall

) Change notification settings l @ erivate networks

%) Turn Windows Firewall on or
off

Not connected @

B @ Guestor pubiic networks Connected ()
@ Restore defaults

4 Networks in public places such as airports or coffee shops
) Advanced settings

Troubleshoot my network Windows Firewall state: On

Incoming connections: Block all connections to 2pps that are not on the list

of allowed apps
Active public networks: P Network
Notification state: Notify me when Windows Firewall blocks a new app

Seealso
Action Center.
Network and Sharing Center




4  Seclect Allow another app....

© ~ 1+ WP <« All Control Panel ftems » Windouws Firewall » Allowed apps. v @ | Search Control Panel 3

Allow apps to communicate through Windows Firewall
To add, change, or d ports, click C

W g i Change sings

Allowed apps and features:

z
>

Neme

Bing

[ Connect to a Network Prajector

[ Core Netwerking

[ Distributed Transaction Cocrdinater
[ Fite and Printes Sharing

Finance

B Games

[ HomeGroup

[JisCS1 Service

Java[TM) Platform SE binary

4 Mail, Calendar, People, and Messaging
P Maps
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5  Add the application.
Click Browse... specify the path of RM-IP Setup
Tool, then click Add.

Select the app you want to add, or dick Browse to find one that is not
listed, and then dick OK.

Apps:
oo Microsoft Visual Studio 2010
‘i Narrator
TiNotepad
@ oLe-CcOM Object Viewer (x64)
[0 On-Screen Keyboard
! paint
L¥PC settings
B Remote Desktop Connection
S snipping Tool

Sound Recorder
& spy++

Path: Ec:wowshysm:ﬂ!&calc.exe

What are the risks of unblocking an app?
You can choose which network types to add this app to.

| Network types... | |
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